**Задание на практику**

**для группы АТб, МПб- 19.05, ТЛб-20.05, ОДб - 18А1- 27.05**

**Тема 9 «Основы информационного права»**

**Ознакомьтесь с лекционным материалом, выложенным на портале 23. Тема 9 «Основы информационного права». Ответьте на вопросы теста по данной теме, письменно, опираясь на конспект лекций, выложенный на портале 23 и сайты правовой информации.**

**В некоторых вопросах возможно несколько вариантов ответа.**

**Записи сфотографируйте и выложите на портале 23.**

**Вкладка «Загрузка практики по теме 9 «Основы информационного права»**

**Оформить выполнение теста в виде таблицы, номер вопроса в один столбик ответы в другой столбик.**

**ТЕСТ:**

**1. Современное средство безбумажного документооборота, представляющее собой доказательство подлинности и целостности документа…**

1. электронно-цифровая подпись
2. протокол секретности
3. аутентификация
4. биометрия
5. идентификация пользователя
6. водяные знаки

**2. При генерации электронно-цифровой подписи используются…**

1. общие параметры, секретный ключ и открытый ключ
2. открытый ключ, закрытый ключ
3. общие параметры, секретный ключ и закрытый ключ
4. общие параметры, секретный ключ и конверт защиты
5. один секретный ключ

**3. Главный ресурс научно-технического и социального развития мирового общества**

1. информация
2. книги
3. сообщения
4. материальные ценности
5. оборудование

**4. Информация основной объект защиты, ее сохранность и конфиденциальность это основа…**

1. информационной обеспеченности
2. объективной защищенности
3. информатики и компьютерных сетей
4. информационной безопасности

**5. Как называется умышленно искаженная информация?**

1. Информативный поток
2. Дезинформация
3. Псевдо информация
4. Перестает быть информацией

**6. Как называется информация, к которой ограничен доступ?**

1. Конфиденциальная
2. Противозаконная
3. Законная
4. Недоступная

**7. В системе источников информационного права к подзаконным актам, принимаемым на федеральном уровне, не относят:**

* 1. **постановления Правительства РФ;**
	2. **указы Президента РФ;**
	3. **акты министерств и ведомств субъектов РФ;**
	4. **акты органов местного самоуправления.**

**8. Выделите специальные принципы регулирования информационно-правовых отношений:**

* 1. законности;
	2. целесообразности;
	3. свободы поиска, получения, передачи, производства и распространения информации любым законным способом;
	4. установления ограничений доступа к информации только федеральными законами.

**9. Информационно-правовая норма — это:**

1. гипотеза;
2. меры наказания за нарушения правил поведения в информационной сфере;
3. правило поведения, регулирующее обособленную группу общественных отношений, возникающих в информационной сфере.

**10. Содержание информационно-правовых отношений — это:**

* 1. юридические права и обязанности участников;
	2. юридические факты;
	3. явления (предметы) окружающего мира, на которые направлены субъективные права и юридические обязанности участников.

**11. Государственная тайна это..**

1. защищаемые государством сведения в области его военной, внешнеполитической, экономической, разведывательной, контрразведывательной и оперативно-розыскной деятельности, распространение которых может нанести ущерб безопасности страны
2. защищаемые государством сведения, ограничивающие доступ в отдельные отрасли экономики или на конкретные производства
3. защищаемые банками и иными кредитными организациями сведения о банковских операциях
4. защищаемые государством сведения, доверенные или ставшие известными лицу (держателю) исключительно в силу исполнения им своих профессиональных обязанностей.

**12. Источники информационного права — это:**

* 1. судебные решения;
	2. материалы СМИ и интернет-сайтов;
	3. правовые акты органов государственной власти и органов местного самоуправления, содержащие нормы информационного права;
	4. вся правовая информация.

**13. Коммерческая тайна это**….

1. защищаемые государством сведения в области его военной, внешнеполитической, экономической, разведывательной, контрразведывательной и оперативно-розыскной деятельности, распространение которых может нанести ущерб безопасности страны
2. режим конфиденциальности информации, позволяющий ее обладателю при существующих или возможных обстоятельствах увеличить доходы, избежать неоправданных расходов, сохранить положение на рынке товаров, работ, услуг или получить иную коммерческую выгоду
3. защищаемые банками и иными кредитными организациями сведения о банковских операциях
4. защищаемая по закону информация, доверенная или ставшая известной лицу (держателю) исключительно в силу исполнения им своих профессиональных обязанностей

**14. Как называется тайна переписки, телефонных переговоров, почтовых, телеграфных и иных сообщений?**

1. Тайна связи
2. Информационная тайна
3. Государственная тайна
4. Коммерческая тайна

**15. Банковская тайна это….**

1. защищаемые государством сведения в области его военной, внешнеполитической, экономической, разведывательной, контрразведывательной и оперативно-розыскной деятельности, распространение которых может нанести ущерб безопасности страны
2. ограничения доступа в отдельные отрасли экономики или на конкретные производства
3. защищаемые банками и иными кредитными организациями сведения о банковских операциях
4. защищаемая по закону информация, доверенная или ставшая известной лицу (держателю) исключительно в силу исполнения им своих профессиональных обязанностей

**16. Профессиональная тайна**

1. защищаемые государством сведения в области его военной, внешнеполитической, экономической, разведывательной, контрразведывательной и оперативно-розыскной деятельности, распространение которых может нанести ущерб безопасности страны
2. ограничения доступа в отдельные отрасли экономики или на конкретные производства
3. защищаемые банками и иными кредитными организациями сведения о банковских операциях
4. защищаемая по закону информация, доверенная или ставшая известной лицу (держателю) исключительно в силу исполнения им своих профессиональных обязанностей

**17. К основным объектам банковской тайны относятся следующие:**

1. Тайна банковского счета
2. Тайна операций по банковскому счету
3. Тайна банковского вклада
4. Все перечисленное.

18**. Проверить электронно-цифровую подпись под документом может…**

1. только эксперт, преобразуя электронный образец документа и открытый ключ отправителя;
2. любое заинтересованное лицо, преобразуя электронный образец документа, открытый ключ отправителя и собственно значение электронно-цифровой подписи;
3. только эксперт с помощью преобразований электронного образца документа, открытого ключа отправителя и собственно значения электронно-цифровой подписи;
4. только отправитель электронного документа.

**19. Программное средство защиты информации.**

1. антивирусные программы.
2. встроенные средства авторизации
3. межсетевые экраны
4. все перечисленное

**20. Признак, не относящийся к охраноспособной информации – это …:**

1. охране подлежит только документированная информация;
2. доступ к охраноспособной информации ограничен только законом;
3. доступ к охраноспособной информации ограничен владельцем информационных ресурсов;
4. защита охраноспособной информации устанавливается Законом.

**21. Лица, занимающиеся предпринимательской деятельностью, могут устанавливать режим коммерческой тайны в отношении сведений…**

1. о размере и составе имущества некоммерческих организаций;
2. об оплате труда работников некоммерческих организаций;
3. об использовании безвозмездного труда граждан в деятельности некоммерческой организации;
4. об использовании новых технологий, позволяющих получить коммерческую выгоду.